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Exhibit 18: Integrating Processes in Multiple DNA Laboratories 
Business Process When Integration May Be Necessary 

Sample accessioning 

Sample analysis 

Data interpretation 

Quality assurance 

Matching and statistics 

Multiple, independent computer systems are used to accession samples. All of the 
data must be accessible by the laboratory(ies) responsible for making identifications. 
The managing laboratory’s LIMS may also need to communicate with DMORT’s Victim 
Identification Program (VIP). 

One or more laboratories use the raw data produced by other laboratories to make 
its/their own allele calls. An example would be using an expert system to reanalyze 
severely degraded DNA. 

One or more laboratories review the allele calls made by other laboratories; partici­
pating laboratories produce CODIS-compatible import files for use by the managing 
laboratory. 

Multiple laboratories are participating in a single, unified quality assurance program. 

Laboratories share their final results with one another. 

Infrastructure 
Mass fatality incident responses are high-profile 
events that are scrutinized by the public, elected 
officials, and the press. In addition, the response 
can have an aggressive timetable for completing 
victim identifications, and DNA is often the pri­
mary means of identification. The systems that 
support the DNA identification effort should be 
considered “mission critical.” System downtime 
should be minimized, and robust backup and 
restore procedures should be among the first 
processes implemented. 

Volunteers or members of external organizations 
may participate in the laboratory’s disaster 
response, which means that the IT manager may 
need to provide computers and other temporary 
services (e.g., printing and e-mail) to those enti­
ties. The IT manager most likely will need a secu­
rity policy that restricts access to certain aspects 
of the data by unauthorized volunteers. 

The demands placed on the IT infrastructure will 
last for the duration of the response. Because the 
DNA analysis process generates large amounts of 
data, the laboratory will need sufficient storage 
capacity to absorb the additional data produced 

during the disaster response. Dedicated IT staff 
(in-house or outsourced) may need to be provided 
as well. 

Conclusion 
Seasoned IT managers agree that building IT 
infrastructure (hardware and software) in the 
midst of a crisis is extremely difficult. Ideally, the 
laboratory will have in place the policies, process­
es, and network infrastructure to support a mass 
fatality incident response. 

Prior to a mass fatality identification effort, the IT 
manager’s strategic plan should: 

■	 Identify agencies and systems that may 
require electronic interfaces and prepare a way 
to implement those interfaces. 

■	 Create a procurement list of additional hard­
ware and software to be purchased in the 
event of a mass fatality incident response, 
allowing for the fact that operating systems 
and hardware are continually changing. 

■	 Ensure laboratory personnel know how to 
use software packages before a response is 
necessary. 
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